
REACH OUT TODAY!

?

LET’S BUILD A  CYBER-SMART TEAM  AND SHIELD YOUR  BUSINESS FROM CYBERSECURITY  MISHAPS.

?

A business 
has  

been the vi
ctim  

of a major 
data 

breach. Pre
liminary 

findings ind
icate it 

was an insi
de job, 

but we nee
d your  

help to det
ermine 

what happen
ed.

THE OFFICE MANAG
ER 

Often handles sen
sitive company in

formation 

like financial re
cords and employ

ee data, 

making him a pri
me target for ph

ishing  

attacks and soci
al engineering s

chemes.

THE RECEPTIONIST
 

Frequently inter
acts with visito

rs and 

manages incoming
 communications,

 exposing 

her to spear-phi
shing emails and

 malicious 

attachments disg
uised as legitim

ate files.

THE MARKETING DI
RECTOR 

Often uses third
-party platforms

 to 

manage marketing
 campaigns and s

ocial 

media accounts, 
making him vulne

rable 

to account hijac
king. 

THE SALES REPRES
ENTATIVE 

Constantly on th
e move, so often

 relies  

on mobile device
s and public Wi-

Fi, opening  

the possibility o
f cybercriminals 

intercepting 

and stealing sen
sitive data.

Cyber
Sleuth

INVESTIGATION 
FINDINGS: It co

uld have been 
anybody. 

Any employee, r
egardless of th

eir role, is a 
target 

and can expose
 your business

 to cyberthrea
ts. 

WHO CAUSED
 THE MISHA

P?


